Java programmatiras dro$ibas iestatijumi

1. Atveriet Java Control Panel,
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2. Atveriet Security

View version information about Java Control Panel.

Metwork settings are used when making Internet connections. By default, Java will use the network I
settings in your web browser. Only advanced users should modify these settings.

Metwork Settings. ..

Files you use in Java applications are stored in & spedial folder for quick execution later. Only
advanced users should delete files or modify these settings.

Metwork Settings

Temporary Internet Files

Settings... ] [ View. .. ]

Javain the browser is enabled. I
See the Security tab

3. Nospiediet “Edit Site List...” pogu.

‘ General I Update I Java |} Security Advanced‘

Enable Java content in the browser

Security level for applications not on the Exception Site list

() Very High - Only Java applications identified by a certificate from a trusted authority are I
allowed to run, and only if the certificate can be verified as not revoked,

High - Java applications identified by a certificate from a trusted authority are allowed to I
run, even if the revocation status of the certificate cannot be verified,

Exception Site List
Applications launched from the sites listed below will be alloabo run after the appropriate security
.

prompts.
Edit Site List...

Click Edit Site: List...
to add items to this list.

Restore Security Prompts ] [ Manage Certificates... ]




4. Tabula ievadiet serveru adreses.

Exception Site List

[ ]
Applications launched from the sites listed below will be allowed to run after the appropriate security prompts.

Location

by http://87.226.100.172 Udens, KSS, NAIl u t.c lietotdjiem (Ellat serveris)

i hittp://87.226.100.172:81 Gazes lietotajiem (Ellat serveris)
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['i FILE and HTTP protocols are considered a security risk, We recommend i i ere available,

Servera adresi var paskatities parlikprogramas adreSu lauka ieijot objekta:

e a I http://80.233.234.99:9010/7grou O ~ & Imu Ellat WEB-SCADA
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5. Nospiediet pogu “Restore Security Prompts” un Ok.
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General | Update | Java || Security’| Advanced

Exception Site List

pr

Enable Java content in the browser

Security level for applications not on the Exception Site list
(@) Very High - Only Java applications identified by a certificate from a trusted authority are
allowed to run, and enly if the certificate can be verified as not revoked.

@ High - Java applications identified by a certificate from a trusted authority are allowed to
run, even if the revocation status of the certificate cannot be verified.
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Piezime: Péc ikkatru izmainu veik§anas Java programmatiras iestatijumos
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